**附件3**

**评分标准和方法**

| **序号** | **评分规则** | **分值** | **得分** |
| --- | --- | --- | --- |
| **1、技术因素（满分70分）投标人技术部分的实际得分少于35分的，属于无效投标** | | | |
| 1-1 | 投标人响应招标内容及要求，提供服务内容承诺书（附件4），满分50分，每偏离一项扣5分。 | 50分 |  |
| 1-2 | 投标人在安全服务中所采用的工具能够对WEB源代码进行扫描，检查代码中的木马、病毒、暗链，并支持自定义扫描规则。（提供相关CMA检测报告或者CNAS检测报告或其他证明的截图与扫描件） | 5分 |  |
| 1-3 | 投标人具备相关数据库扫描工具，可以对数据库进行流量分析，同时可以根据业主方的要求自定义扫描规则，对数据库行为进行扫描分析，发现安全风险。（提供相关CMA检测报告或其他证明的截图与扫描件） | 5分 |  |
| 1-4 | 投标人使用服务工具支持内网终端弱口令扫描，可自定义弱口令规则。  （提供相关关CMA检测报告或者CNAS检测报告或其他证明的截图与扫描件） | 5分 |  |
| 1-5 | 投标人具备工具能够对目标信息系统进行等保综合合规评估管理，可展示系统定级备案总体趋势、定级状态分布情况、定级结果分布的相关报表图形、并且展示定级相关的责任人、负责定级系统数、未开始定级、已定级、已备案、定级结果的列表。服务工具应为国产，具有投标人或所投安全运维服务提供商自主知识产权，具备定制化开发能力。提供《等级保护综合管理系统》的国家著作权证书与相关CMA检测报告或者CNAS检测报告或其他证明的截图与扫描件。 | 5分 |  |
| **2、商务因素（满分20分）** | | |  |
| 2-1 | 投标人具备省级或以上网络与信息安全信息通报中心支撑单位证书，具备市级或以上网信办技术支撑单位，设置有市级或以上专家工作站，需提供相关证明材料复印件。每提供1项证明材料得2分，满分10分。 | 10分 |  |
| 2-2 | 投标人具备[NISP](https://zhuanlan.zhihu.com/p/171753267" \t "https://www.zhihu.com/_blank)、CISP信息安全服务资质证书需提供相关证明材料复印件。每提供1项证明材料得2分，满分10分。  （注：须提供近6个月内任意一个月社保缴纳证明材料复印件，项目经理与团队成员各项证书均不重复得分） | 10分 |  |
| **3、价格因素（满分10分）** | | |  |
| 3-1 | 价格分采用低价优先法计算，即满足招标文件要求且投标价格最低的投标报价为评标基准价，其价格分为满分。其他投标人的价格分统一按照下列公式计算：投标报价得分=（评标基准价／投标报价）×10。因落实政府采购政策需进行价格扣除的，以扣除后的价格计算评标基准价和投标报价。 | 10分 |  |
| **各有效投标人的综合得分＝技术因素＋商务因素＋价格因素** | | |  |